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Background: Traditional Web Proxies

HTTP/HTTPS 
/SOCKS

Exit nodes 
are constrained

Exit nodes  
are distinguishable 

Exit nodes  
may be heavily abused

Vulnerable to service  blocking or degradation 
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Background: Residential IP Proxy as a Service

Millions of  
Residential IPs

Clean IPs,  
Never Get Blocked

Globally 
Distributed

No 
Traffic Limits
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Service Overview: How it works

Proxy Customer Proxy Gateways Proxy Peers

facebook.com

google.com

amazon.com

Destinations



Service Overview: Scale

Controlled 
Web Clients

Purchased 
RPaaS Networks

Controlled  
Web/DNS Servers

Http Request Http Request

Http ResponseHttp Response

Each request is identified 
by a unique subdomain 

Each request/response   
has payload encrypted and signed



Service Overview: Scale

Controlled 
Web Clients

Purchased 
RPaaS Networks

Controlled  
Web/DNS Servers

Http Request Http Request

Http ResponseHttp Response

Each request is identified 
by a unique subdomain 

Each request/response   
has payload encrypted and signed

60+ millions of successful probes

6.2 millions of unique IPv4 addresses

238 countries/regions, 52K+ ISPs.  



Service Overview: Distribution

4096 * 4096 bitmap

Each /24 IPv4 prefix is mapped to a pixel,  
using Hilbert curve of order 12

Different pixel colors denote 
# of proxy IPs for a given /24 prefix



Service Overview: Distribution



Residential or Not

Find 
Groundtruth

Select 
Features

Train/Evaluate 
Classifiers

Predict 
Proxy IPs

Clean GT for training, noisy for evaluation GT sources of various noise levels 



Residential or Not

Find 
Groundtruth

Select 
Features

Train/Evaluate 
Classifiers

Predict 
Proxy IPs

Residential IPs/prefixes are usually 
web clients instead of servers

Residential IPs/prefixes tend to be  
directly managed by ISPs

DNS Records & 
Historical IP Whois

Capture  
web activities

Capture 
network hierarchy

Capture 
evolution by time

35 features  
stand out for next step



Residential or Not

Find 
Groundtruth

Select 
Features

Train/Evaluate 
Classifiers

Predict 
Proxy IPs

10K residential & 
10K non-residential IPs

ML Classifier 
Training/Tuning

Random Forest  Classifier

Recall: 97.12% 
Precision: 95.61%  



Residential or Not

Find 
Groundtruth

Select 
Features

Train/Evaluate 
Classifiers

Predict 
Proxy IPs

5.9M (95.22%) of 6.2M predicted as residential IPs



Evasiveness

Recognized as  
proxy?

Identified as 
malicious?



Evasiveness

Recognized as  
proxy?

Identified as 
malicious?

Publicly available 
proxy dataset

Tor relays

Free web proxies

IP2Proxy LITE

Only 0.06% of 6.2M IPs



Evasiveness

Recognized as  
proxy?

Identified as 
malicious?

Publicly available 
IP threats

Botnet bots

Spamhaus EDROP 

Open Threat Exchanges

Only 2.20% of 6.2M IPs



Recruitment

Identify legitimate 
recruitment programs Are those proxy peers voluntary  users?

IP Profiling Any IoT devices?

Identify 
proxy programs What programs are used to proxy traffic?



Recruitment

Identify legitimate 
recruitment programs

IP Profiling

Identify 
proxy programs

Only Luminati was found to recruit 
users through Hola programs

And Hola programs were reported 
as problematic in previous studies



Recruitment

Identify legitimate 
recruitment programs

IP Profiling

Identify 
proxy programs

730K IPs responded to 
our banner grabbing

550K got 
device type identified

All providers got suspicious IoT devices 
identified for their proxy IPs, including Luminati



Recruitment

Identify legitimate 
recruitment programs

IP Profiling

Identify 
proxy programs

Traffic logs of 
Infiltration probes

Traffic logs of  
suspicious programs

Accurate 
Correlation

67 different program samples identified

Proxy programs are found for all 5 providers

50 of them were flagged by anti-virus engines



Usage
For the 67 proxy programs, 5M traffic logs were sampled to study usage

Top 1000 traffic destinations were manually studied.

9.36% of the destinations were reported to be malicious by VirusTotal 
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Misc. Findings

Connection between  
proxy providers

Risk to the local network 

Long-tailed distribution 

12.5% 0%

0%

0%0%

0%

0.02% 0.02% 0.07%

0.14% 0.86%

36.3%

66%

1.7%0.23%

0.06% 0.09%

0.2%

0.04%

0.07%

Proxies 
Online Geosurf IAPS 

Security Luminati ProxyRack

Proxies 
Online

Geosurf

IAPS 
Security

Luminati

ProxyRack

Proxies Online and Geosurf  
are the same proxy provider

IAPS Security is some kind  
of reseller for Luminati



Misc. Findings

Connection between  
proxy providers

Risk to the local network 

Long-tailed distribution 

3 out of 5 providers allow local traffic

Proxy Gateway Our Web serverProxy PeerOur Client

127.0.0.1 127.0.0.1

Response

rpaas.site

Response

rpaas.site
rpaas.site

192.168.0.1 192.168.0.1

Response



Misc. Findings

Connection between  
proxy providers

Risk to the local network 

Long-tailed distribution 



Summary

A prosperous ecosystem with higher 
prices and more service providers

Millions of residential IPs 
with high evasiveness

Problematic recruitment: a mix of 
legitimate and suspicious channels

Potential threats to  
local network environments

Powerful infrastructure for  
online abuse activities

Promising and stealthy monetization 
channels for compromised devices

A lie that is half-truth is the darkest of all lies.
—Alfred Tennyson 
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